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Weôve taken the time to connect with other consultants, 
ISVôs, and users to produce a list of 20 things you should 
never do in Dynamics 365 Business Central. Letôs learn from 
each other's mistake so that we never find ourselves in a 
situation that isnôt very desirable.



User security defines what the user 
has access to within the system and 
what they're able to do. Couple of 
things to remember:

Å Donôt assign users the SUPER user 
permission set unless they are of 
system admin level.

Å Donôt forget to assign company 
level security if you have multiple 
companies.

Å Do review the predefined user 
groups permissions to make sure 
you are giving the right amount of 
security and not too much.



Donôt adjust the system to meet your 
processes just because you canéfirst 
try to adjust your processes to the 
system.



The change log lets you track all 
direct modifications a user makes to 
data in the database. You must specify 
each table and field that you want the 
system to log and then you must 
activate the change log.

1. Change log setup > activate

2. Change log setup (table) list

3. Retention policy


